Adatlap   
adatvédelmi nyilvántartásba vételhez

|  |  |
| --- | --- |
| Nyilvántartási szám: | 30549-13/28-1/2021.Ávnyt. |
| Az adatkezelés megnevezése1 | Belső ellenőrzés iratai |
| Az adatkezelés célja2 | Belső ellenőrzési tevékenység ellátása, bizonyosságot adó és tanácsadó tevékenység keretében a jogszabályoknak és belső szabályzatoknak való megfelelés, a tervezés, a gazdálkodás és a közfeladatok ellátásának vizsgálata |
| Az adatkezelés jogalapja3 | GDPR 6. cikk (1) bekezdés c) pont; Az államháztartásról szóló 2011. évi CXCV. törvény 70. § (3) bekezdés; A költségvetési szervek belső kontrollrendszeréről és belső ellenőrzéséről szóló 370/2011. (XII. 31.) Kormányrendelet 25. § b) pont |
| Az adatok fajtája4 | A belső ellenőrzési tevékenység keretében vizsgált személyi állományi és fogvatartotti személyes adatok |
| Az érintettek köre5 | Személyi állomány, fogvatartottak |
| Az adatok forrása6 | Ellenőrzési tevékenység, tanácsadó tevékenység, a szervezeti egységek adatszolgáltatása |
| A továbbított adatok fajtája7 | - |
| A továbbított adatok címzettje8 | - |
| Az adattovábbítás jogalapja8 | - |
| Az egyes adatfajták törlési határideje9 | A közokiratokról, a közlevéltárakról és a magánlevéltári anyag védelméről szóló 1995. évi LXVI. törvény 9. §-ában foglaltak alapján a büntetés-végrehajtási szervezet Egységes Iratkezelési Szabályzatában foglalt megőrzési idő letelte |
| Az adatkezelő neve és címe (székhelye), az adatvédelmi tisztviselő neve és elérhetősége10 | Büntetés-végrehajtás Egészségügyi Központ (4100 Berettyóújfalu, Herpály utca 7.) Oláhné Vékony Szilvia bv. őrnagy, Balló Ágnes c.bv. zls. (Elérhetőség: 4101 Berettyóújfalu, Pf. 106. [olahne.v.szilvia@bv.gov.hu](mailto:olahne.v.szilvia@bv.gov.hu)) |
| A tényleges adatkezelés helye, illetve az adatfeldolgozás helye11 | - |
| Az adatkezelés jogszerűsége és a személyes adatok megfelelő szintű biztonsága érdekében végrehajtott műszaki és szervezési biztonsági intézkedések általános leírása12 | A büntetés-végrehajtási szervezet Adatvédelmi és Adatbiztonsági Szabályzatában, Egységes Iratkezelési Szabályzatában, valamint Informatikai Biztonsági Szabályzatában foglalt intézkedések. |

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

1 A nyilvántartásnak az adatkezelést létrehozó törvény által meghatározott elnevezést kell megjelölni. (pl.: kapcsolattartók nyilvántartása – a büntetés-végrehajtási szervezetről szóló 1995. évi CVII. tv. 28/A. § (1) bekezdése szerint)

2 Az adatkezelés célját az adatkezelést elrendelő törvény határozza meg, de ezen belül meg kell jelölni a meghatározott feladat teljesítését előíró jogszabályt. (pl. reintegráció, a büntetések, az intézkedések, egyes kényszerintézkedések és a szabálysértési elzárás végrehajtásáról szóló 2013. évi CCXL. tv. alapján)

3 Adatkezelés esetén hivatkozni kell a jogalap meglétét előíró pontos törvényi rendelkezés(ek)re, valamint – szükség esetén – azok végrehajtási rendeleteire. (pl. a büntetés-végrehajtási szervezetről szóló 1995. évi CVII. törvény 28/A. § (1) bekezdése, valamint a szabadságvesztés, az elzárás, az előzetes letartóztatás és a rendbírság helyébe lépő elzárás végrehajtásának részletes szabályairól szóló 16/2014. (XII. 19.) IM rendelet 24. § (1) bekezdése szerint)

4 A személyes vagy különleges adatokat azonos szempont szerint csoportosítva, összefoglaló néven kell szerepeltetni ebben a pontban. (pl. kapcsolattartói adatok)

5 Az adatalanyok körét az adatkezelés alapjául szolgáló törvényi rendelkezés határozza meg. (pl. kapcsolattartók nyilvántartásában rögzített személyek köre)

6 Az adatállományba bekerülő adatok forrása. (pl. kapcsolattartói nyilatkozatok)

7 Kitöltése abban az esetben szükséges, amennyiben az adatok fajtája nem egyezik a 4. pontban foglaltakkal.

8 Pontos jogszabályi hivatkozás szükséges az adat címzettjéről és az adattovábbítás jogalapjáról.

9 A törlés határidejét a vonatkozó törvényhely vagy az érintett hozzájáruló nyilatkozata, illetve a jogalap megszűnése határozza meg.

10 Az adatkezelő szerv neve és pontos címe, az adatvédelmi tisztviselő neve, postai és elektronikus levélcíme.

11 Csak abban az esetben szükséges kitölteni, ha az adatkezelő és az adatkezelés és/vagy az adatfeldolgozás tényleges helyszíne szervezetileg egymástól elválik.

12 Pl. sérülékenységi vizsgálat lefolytatása, hozzáférés korlátozásának módja, sérülés elleni védelem módja stb.